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This presentation contains forward-looking statements within the meaning of the U.S. Private Securities Litigation Reform Act 
of 1995. These statements can be identified by the terms “objective,” “goal,” “strategy,” “opportunities,” “continue," “can,” 
"will" and other similar references to the future. Examples of such forward-looking statements may include, but are not limited 
to, statements we make about our corporate strategy and product goals, plans and objectives. By their nature, forward-looking 
statements: (i) speak only as of the date they are made, (ii) are neither statements of historical fact nor guarantees of future 
performance and (iii) are subject to risks, uncertainties, assumptions and changes in circumstances that are difficult to predict 
or quantify. Therefore, actual results could differ materially and adversely from those forward-looking statements because of a 
variety of factors, including the following: the impact of the U.S. Wall Street Reform and Consumer Protection Act; 
developments in current or future disputes; the risk that CyberSource's business will not be successfully integrated with Visa's, 
including the costs associated with the acquisition, and slowed growth of eCommerce; macroeconomic and industry factors 
such as currency exchange rates, global economic, political, health and other conditions, competitive pressure on customer 
pricing and in the payments industry generally, material changes in our customers' performance compared to our estimates; 
systemic developments such as disruption of our transaction processing systems or the inability to process transactions 
efficiently, account data breaches involving card data stored by us or third parties, increased fraudulent and other illegal 
activity involving our cards; and the other factors discussed under the heading "Risk Factors” in our most recent Annual Report 
on Form 10-K and our most recent Quarterly Reports on Form 10-Q. You should not place undue reliance on such statements. 
Unless required to do so by law, we do not intend to update or revise any forward-looking statement, because of new 
information or future developments or otherwise. 

Studies, survey results, research, recommendations, and opportunity assessments are provided for informational purposes 
only and should not be relied upon for marketing, legal, regulatory or other advice.  Recommendations and opportunities 
should be independently evaluated in light of your specific business needs and any applicable laws and regulations.  Visa is not 
responsible for your use of any studies, survey results, research, recommendations, opportunity assessments, or other 
information, including errors of any kind, or any assumptions or conclusions you might draw from their use.  Except where 
statistically significant differences are specifically noted, survey results should be considered directional only. 

Forward-Looking Statements and Disclaimer 



Shopkick 

WHO:  Provider of mobile alerts for merchant offers 
 
WHAT:   
• Alert Service through GPS Tracking 
• Cardholder must opt in 
• Cardholder also receives reward points  
• Rewards for entering a store, scanning, paying with Visa 
• Started in 2009, company had 2.5M users in its first 15 
months. 
 
HOW:  Leverages GPS on smartphone and Visa realtime 
messaging platform.  Available on I-phone and Android.   
 
WHY:   
• Consider policies around acceptance of mobile offers   
• Questions on opt in on government/personal phones, 
taking advantage of discounts, use of small business, use 
of BPAs vs discounts competitors may offer.   



WHO:   
• Joint venture between AT&T, Verizon and T-Mobile to provide a mobile wallet. 
• Originally partnered with Discover, now also open to Visa and Mastercard. 
 

WHAT:   
• A mobile wallet that digitally stores information on a phone and can generate 
transactions from the phone.   
• Due out summer of 2012 
 
WHY:   
• Competition around mobile phones will continue to grow.   
• Competitors likely to include Google wallet, V.me, other providers.   
• What policies will the government place on mobile wallets on government 
phones or personal phones using government issued cards? 
 

Isis 



WHO:  Company which has developed a device that 
can be used with a smartphone to process 
transactions. 
 
WHAT:   
• Customers receive an email link with a receipt. 
• Individuals using Square can link to a bank account. 
• Competes with banks for merchant services to 
individuals. 
 
WHY:   
• Alternative for payments to individuals who may not 
otherwise establish themselves as merchants with 
point of sale devices. 
• Need to understand and instruct cardholders with 
regards to personal payments using Square, Intuit or 
other similar devices. 

Square 



WHO:  A leader in ecommerce transactions providing merchants global 
payment connectivity, security and payment data hosting.  Acquired by Visa in 
2009. 
 
What:   
• Provides merchants a global payment network connection 
• Provides fraud management tools for ecommerce merchants 
• Provides hosted data in a PCI DSS compliant environment 
 

Why:   
• Increase awareness of ecommerce security 
• Increase in mobile transactions will drive ecommerce volume up and increase 
the importance of security  
• Continue to emphasize cardholder review of statements for quick dispute 
filing. 



WHO:  A leading mobile platform provider for financial 
services in developing countries.  Acquired by Visa in 
2011. 
 
What:   
• Provides mobile prepaid and person to person 
payments in developing countries 
• Providing services in over 40 countries 
 
 

Why:   
• Increase of mobile transactions  including 
government to people payments  
• Visa can draw on experience in foreign countries such 
as the project with the World Bank and Maldives to 
provide digital currency 
 



WHO:  Provider of monetization platforms for games, 
apps, and in-browser purchases.  Acquired by Visa in 
2011. 
 
What:   
• Provides games, social media, content to accept and 
exchange money 
• Used by Disney, Warner Brothers, NCSoft and others 
 
Why:   
• Increasing use of social media, games and apps for 
transactions 
• Visa can draw on experience in online content for 
other payment applications 
 



WHO:  An integrated, electronic financial supply chain process company.  Joint 
venture between USBank and Visa. 
 
What:   
• Provides electronic invoice processing, payment, financing between customers 
and suppliers 
• Provides a fee based alternative for large dollar transactions 
• Connects with customer ERP systems 
• Available overseas supporting several currencies 
 
Why:   
• Efficiency of receiving electronic invoices to generate payments 
• Option for contract payments to merchants that may be outside of normal card 
acceptance amounts 
• Available through issuers under SP2 contract 
 



WHO:  Leader in smart card technology with global applications. 
 
What:   
• Provides chip cards used for chip and pin  
• Spain project in Feb 2012 to enable PayWave and NFC on phones 
 

Why:   
• US merchant roll out of chip enablement may result in increase in 
PayWave enablement through phones 
• Need to consider government rules on smartphone enablement 
for payments 
 

Oberthur 
Technologies 



Device Fidelity 

WHO:  Company that develops products to allow 
services to be provided through mobile phones. 
 
What:   
• In2Pay micro SD chip enables a mobile phone to serve 
as a contactless card 
• Deployed for iphones to equip a case to serve as a 
PayWave device 
• Tested in NYC cabs and subway 
 
Why:   
• Increase awareness of NFC contactless transactions 
• Evaluate government policies on use of micro SD 
chips or cases with government phones 
 



WHO:  UK Company delivering mobile banking 
services.  Joint Ventures with Visa to develop mobile 
payment capabilities in India and mobile  debit/prepaid 
in the US 
 
What:   
• App development for mobile transactions 
 

Why:   
• Cardholders will face many mobile banking options as 
smartphones become more prevalent 
• Need to consider government policies on mobile 
banking apps 
• Looking at how to use this technology for the benefit 
of the government 
 

Monetise 



WHO:  Council comprised of major payment networks 
to establish industry standards for data security 
 
What:   
• Set of Data Security requirements merchants must 
adhere to when accepting credit cards 
• Enforced by each brand independently 
 

Why:   
• Increase awareness of security requirement in the 
payment industry 
• Understand the role of Visa in ensuring and enforcing 
compliance with data security 
• Increasing focus on mobile security measures 
 

PCI DSS v.2 
PA DSS v.2 
PCI PTS  
PCI P2PE 
 
91 documents 
Providing 
instruction or 
reference 

Payment Card Industry 
Data Security Council  


